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As technology evolves, schools are increasingly 
reliant on staff to be able to work flexibly, accessing 
school networks from home, on the commute, or 
from conferences, exhibitions and other events.

Without the right protection however, remote 
working could potentially expose your network to 
threats.

In partnership with Fortinet, world-leaders in cyber 
security solutions, the Schools Broadband, FortiClient 
Virtual Private Network (VPN), provides secure 
remote connectivity for school staff from anywhere 
in the world.

VPN

Secure, yet flexible remote connectivity

FortiClient provides flexible options for VPN 
connectivity.

It supports both secure sockets layer (SSL) and 
Internet Protocol security (IPsec) VPN.

The split tunneling feature enables remote users on 
SSL VPNs to access the Internet without their traffic 
having to pass through the corporate VPN headend, 
as it would in a typical SSL VPN tunnel. This feature 
reduces latency, improving speed user experience.

At the same time, FortiClient includes protections 
to ensure that Internet-based transactions cannot 
backflow into the VPN connection and jeopardize your 
school’s network.

Simple and easy to use

In addition to simple remote connectivity, FortiClient 
simplifies the remote user experience with 
autoconnect and always-on VPN features, as well as 
dynamic VPN gate selection.

As an option, you can also use multifactor 
authentication to provide an additional layer of 
security.
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